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Place the Router
The closer, the faster.
Higher and no coverage.
Place it on the centre to
cover more space.

Get more information about configuring the
device by scanning the QR code beside or
going to https://enpinfodata.hikvision.com/
analysisQR/showQR/6854dd2c WAN

Connect to Power SupplyConnect to the Internet

Internet

Optical Fiber

Ethernet Port
Modem

Ethernet Cable

More Information

LAN

Automatically redirect to the page.

Enter Activation PageCheck the Label

ObtainWi-Fi nameand IP address. Connect your device to theWi-Fi.

Connect to a Wi-Fi Network

Activate Router
Follow these steps to complete the initial activation of the router.

Wi-Fi Name(SSID): HIKVISION_XXXX
IP Address: 192.168.9.1
Login Address: http://hikrouter.net

Wi-Fi Name(SSID): HIKVISION_XXXX
IP Address: 192.168.9.1
Login Address: http://hikrouter.net

If not, you canmanually enter IP
address (192.168.9.1) or login address
(http://hikrouter.net) in thebrowser.

Select your Coutry/Region

POWER
Connect to the power supply adapter.

Connect to an uplink device
(e.g. modem) or downlink
devices (e.g. IPCs, PCs).

Connect Power Supply and Internet
Refer to the figures below to complete wiring.Descriptions about indicators and interfaces.

Learn About Router

Self-Adaptive WAN/LAN

Solid Blue:
The Internet is accessible.
Flash Blue:
Device pairing or restoring to defaults...
Solid Red:
Unactivated or the Internet is inaccessible;
Or upgrading...
Flash Red:
Device pairing or broadbandmigrating...

RESET
Long press for 8s:
Restore to defaults.

Long press for 1-3s:
Password-free accessed
by wireless devices;
Mesh networking with
Hikvision routers.



A
Main Router

B
Sub Router

The Wi-Fi names and passwords of A and B are the same.
If step 2 is failed, try to connect a LAN port of A and the WAN port of B by an Ethernet cable, and repeat
the next steps after the indicator on B is solid blue.

【Note】

【Steps】
1. Power on B and place it near A. The indicator on B is solid red.
2. Press the buttons on both A and B for 1-3 seconds. Wait until the indicator on B is solid blue.
3. Disconnect the power supply on B, and place it in the location where Wi-Fi coverage needs to be expanded.
4. Reconnect B to the power supply. Wait until the indicator on B is solid blue again.

【Before You Start】
Ensure that both routers support Mesh.
Ensure that A can access the Internet normally.
Ensure that B is unactivated (long press the RESET
button for 8s to restore if it has been activated).

(For End User)
HiK-Connect

(For Partner)
HiK-Partner Pro

UD36664B-B

Scan the QR code below to download the
apps. Both the apps can help you manage
your device remotely.

Scan the QR code on the lable of the router,
and follow the steps on the APP to complete
the setup.

1. Download Apps

2. Open an App and Login

3. Add Device

Manage Your Router
Anytime, Anywhere

Create a new account to login if you don't
have one before.

About this Document
● This Document includes instructions for using and managing the Product. Pictures, charts, images and all

other information hereinafter are for description and explanation only.
● The information contained in the Document is subject to change, without notice, due to firmware updates or

other reasons. Please find the latest version of the Document at the Hikvision website
(https://www.hikvision.com). Unless otherwise agreed, Hangzhou Hikvision Digital Technology Co., Ltd. or its
affiliates (hereinafter referred to as "Hikvision") makes no warranties, express or implied.

● Please use the Document with the guidance and assistance of professionals trained in supporting the Product.

About this Product
This product can only enjoy the after-sales service support in the country or region where the purchase is made.

Acknowledgment of Intellectual Property Rights
● Hikvision owns the copyrights and/or patents related to the technology embodied in the Products described

in this Document, which may include licenses obtained from third parties.
● Any part of the Document, including text, pictures, graphics, etc., belongs to Hikvision. No part of this

Document may be excerpted, copied, translated, or modified in whole or in part by any means without
written permission.

● and other Hikvision’s trademarks and logos are the properties of Hikvision in various
jurisdictions.

● Other trademarks and logos mentioned are the properties of their respective owners.
LEGAL DISCLAIMER
● TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THIS DOCUMENT AND THE PRODUCT DESCRIBED,

WITH ITS HARDWARE, SOFTWARE AND FIRMWARE, ARE PROVIDED "AS IS" AND "WITH ALL FAULTS AND ERRORS".
HIKVISION MAKES NOWARRANTIES, EXPRESS OR IMPLIED, INCLUDING WITHOUT LIMITATION, MERCHANTABILITY,
SATISFACTORY QUALITY, OR FITNESS FOR A PARTICULAR PURPOSE. THE USE OF THE PRODUCT BY YOU IS AT YOUR
OWN RISK. IN NO EVENTWILL HIKVISION BE LIABLE TO YOU FOR ANY SPECIAL, CONSEQUENTIAL, INCIDENTAL, OR
INDIRECT DAMAGES, INCLUDING, AMONG OTHERS, DAMAGES FOR LOSS OF BUSINESS PROFITS, BUSINESS
INTERRUPTION, OR LOSS OF DATA, CORRUPTION OF SYSTEMS, OR LOSS OF DOCUMENTATION,WHETHER BASED
ON BREACH OF CONTRACT, TORT (INCLUDING NEGLIGENCE), PRODUCT LIABILITY, OR OTHERWISE, IN CONNECTION
WITH THE USEOF THE PRODUCT, EVEN IF HIKVISION HAS BEEN ADVISED OF THE POSSIBILITYOF SUCH DAMAGES
OR LOSS.

● YOU ACKNOWLEDGE THAT THE NATURE OF THE INTERNET PROVIDES FOR INHERENT SECURITY RISKS, AND
HIKVISION SHALL NOT TAKE ANY RESPONSIBILITIES FOR ABNORMAL OPERATION, PRIVACY LEAKAGE OR OTHER
DAMAGES RESULTING FROM CYBER-ATTACK, HACKER ATTACK, VIRUS INFECTION, OROTHER INTERNET SECURITY
RISKS; HOWEVER, HIKVISION WILL PROVIDE TIMELY TECHNICAL SUPPORT IF REQUIRED.

● YOU AGREE TO USE THIS PRODUCT IN COMPLIANCEWITH ALL APPLICABLE LAWS, AND YOU ARE SOLELY
RESPONSIBLE FOR ENSURING THAT YOUR USE CONFORMS TO THE APPLICABLE LAW. ESPECIALLY, YOU ARE
RESPONSIBLE, FOR USING THIS PRODUCT IN A MANNER THAT DOES NOT INFRINGE ON THE RIGHTS OF THIRD
PARTIES, INCLUDING WITHOUT LIMITATION, RIGHTS OF PUBLICITY, INTELLECTUAL PROPERTY RIGHTS, OR DATA
PROTECTION AND OTHER PRIVACY RIGHTS. YOU SHALL NOT USE THIS PRODUCT FOR ANY PROHIBITED END-USES,
INCLUDING THE DEVELOPMENT OR PRODUCTION OF WEAPONS OFMASS DESTRUCTION, THE DEVELOPMENT OR
PRODUCTION OF CHEMICAL OR BIOLOGICAL WEAPONS, ANY ACTIVITIES IN THE CONTEXT RELATED TO ANY
NUCLEAR EXPLOSIVE OR UNSAFENUCLEAR FUEL-CYCLE, OR IN SUPPORT OF HUMAN RIGHTS ABUSES.

● IN THE EVENT OF ANY CONFLICTS BETWEEN THIS DOCUMENT AND THEAPPLICABLE LAW, THE LATTER PREVAILS.
© Hangzhou Hikvision Digital Technology Co., Ltd. All rights reserved.

Reconnect to the Wi-Fi
after status checking.

The Indicator is Solid BLUE

Enjoy fast and smooth surfing !

Wi-Fi will restart.

3. Route Settings

Next

1 2 3 √

1. Device Connection

Makesure the
router is connected
to thenetwork.

√ Network cable is plugged in.

Select Router Mode and follow the steps below to complete the configuration.

DHCP is recommended. No configure is required.
Select PPPoE if your ISP has provided broadband account and password.
Static IP is not recommended unless your ISP has provided an IP address
and other information.

2. Network Config: Detect your network type or select manually.

Skip

Enable VLAN
Enable VPN

Previous

DHCP

PPPoE

Static IP Address

√ 2 3 √

PPPoE

Broadband Account:

Broadband Password:

√ 2 3 √

Next

Previous

Static IP Address

√ 2 3 √

Next

Previous

IP Address:

Subnet Mask:

Gateway:

Preferred DNS:

Alternate DNS:

CompletedStart Initial Configuration

Wi-Fi Name: HIKVISION_XXXX

Wi-Fi Password：

Country/Region:

Admin Password：

Set Wi-Fi password as admin
password.

√√ √3

Next

Previous

Enable VLAN Enable VLAN

Create NewWi-Fi
Your router will work independently and create a newWi-Fi network.

SetWi-Fi password
-- For connecting theWi-Fi
Set Admin password
-- Formanaging the device

Enable VPN Enable VPN

NOTE:Pleasecheckmore informationaboutVLANandVPNon theUserManual.

ExtendWi-Fi Range byMesh
Quick activate the sub router and expand
Wi-Fi coverage of the main router.

Please refer to theMore Information and get
methods for devices that do not support Mesh.


